Predictive Testing and Inspection System Hardware and Software Configuration Control

This Document conveys the configuration control requirements and procedures required to make additions, deletions, or modifications to the hardware and software used in the performance of reliability centered maintenance work.

The Contractor shall obtain approval from JPL prior to making any changes to the system hardware or software. The Contractor shall remain responsible for all consequences that may arise from effecting the changes. All such changes shall be documented and submitted to the CTM.

PT&I System Administrator Requirements:

1. The PT&I System Administrator (PT&I-SA) function shall be provided by the Contractor.

2. The PT&I-SA shall have a minimum of three (3) years experience in administering and maintenance of computer system hardware and software.

Server Access:

1. The JPL Designee and the PT&I-SA and shall have full access rights to the computer server/s.

Server Maintenance:

1. The PT&I-SA shall make daily computer backups of all data on suitable removable media and ensure data integrity by following best practices in storage of backup data.

2. All software installation, modifications, or configuration to the server shall be performed solely by the PT&I-SA or the JPL Designee and will be in accordance with the requirements in this document.

3. Server maintenance shall be performed in accordance with Appendix 15.14.

Workstation Configuration:

1. All PT&I workstations shall be furnished by the Contractor.

2. The PT&I-SA shall assign individual log-in names and passwords to each application user requiring access to individual workstations.

JPL EMS Configuration Control

Attachment 35

August 07, 2002

1 of 1

